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C EH
 Certified      Ethical   Hacker

Certified Ethical Hacker        

It’s no longer what you know,
It’s about what you can do with what you know.

CEH is a comprehensive Ethical Hacking and Information Systems Security Auditing program focusing on latest 
security threats, advanced attack vectors and practical, real-time demonstration of latest hacking techniques, 
methodologies, tools, tricks and security measures. Unlike other theoretical trainings, you will be immersed in 
interactive sessions and there will be hands-on lab. You can explore the newly gained knowledge right away in your 
classroom by trying to test, hack and secure your own systems. The lab intensive environment gives you in-depth 
knowledge and practical experience of the current essential security systems.

This comprehensive ethical hacking course covers 18 of the most relevant security domains of the 
contemporary InfoSec space. These domains are dealt with in dedicated modules, cumulatively covering 270 
attack techniques, commonly used by hackers.
Our security experts have designed over 140 labs for the course which mimic real-time scenarios to give you 
the taste of the actual threats and attacks. The course also provides access to over 2200 commonly used 
hacking tools to familiarize you with the tools of the trade of hackers word wide.
CEH focuses on the latest hacking attacks targeted to mobile platform, tablet computer and cloud and, covers 
countermeasures to secure mobile and cloud infrastructure.
CEH certified members will receive their certification bearing the ANSI stamp of quality.
CEH iLabs (subscription based) – Students now can dynamically access a host of Virtual Machines 
preconfigured with vulnerabilities, exploits, tools, and scripts from anywhere with an internet connection. This 
is a cloud based subscription service from EC-Council designed to deliver serious hands on practice for the 
information security professional.
The cloud portal enables a course participant to launch an entire range of target machines and access them 
remotely with just a few clicks. It is the most cost effective, easy to use, live range lab solution available 
globally today.

Key Features in CEH

About the Exam
• Number of Questions: 125
• Test Duration: 4 Hours
• Test Format: Multiple Choice
• Test Delivery: ECC EXAM, VUE
• Exam Prefix: 312-50 (ECC EXAM), 312-50 (VUE) 
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Free 1-Day 
Vulnerability Assessment 

Specialized Training
FOR EACH PARTICIPANT Ethical Hacking Cyber Security

A Certified Ethical Hacker is a skilled professional who 
understands and knows how to look for weaknesses and 
vulnerabilities in target systems and uses the same 
knowledge and tools as a malicious hacker, but in a lawful 
and legitimate manner to assess the security posture of a 
target system(s). The CEH credential certifies individuals 
in the specific network security discipline of Ethical 
Hacking from a vendor-neutral perspective.

Certified Ethical Hacking Certification
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